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Over 7 0 0/0 of data

breaches begin with
phishing or social
engineering.

Main challenges for organizations:

Traditional training methods
struggle to keep pace with
evolving threats.

Retention of cybersecurity best
practices is declining in the face
of information overload.

Keeping training content up-
to-date with the latest threats
IS resource-intensive.




Intervy’s mission is to equip your
employees with essential
cybersecurity knowledge, delivered
efficiently, engagingly, and
continuously.
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Engaging microlearning on
Microsoft Teams

Al-driven, personalized training

Gamification for increased
participation

Detailed analytics and tracking

Continuous, up-to-date learning



Receive daily lessons on MS Teams
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Search or type a command

Leaderboard About

Time for Intervy quiz! ¥
Cybersecurity

Question: You have received an email seen in the image. What would be your reaction?

Choose the answer you think is correct! Dropbox

¥ You get 50 points for a correct guess and 10 points for an incorrect guess.

(O Cclick on the link since the email seems legit $
(O Reply to the email asking for proof of legitimacy

(O Nothing, I'll keep it in my inbox

@ VUl report it as a phishing email

Submit H

b 2 © @ B @B



Get actionable feedback and strengthen your knowledge

Search or type a command
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Files 'our guess “I'll report it as a phishing email” is correct! “.
@ You are among the top 68% of colleagues who have solved this quiz.
Intervy 18 1t's always important to be cautious and protect your personal information by not clicking on any links or entering personal information unless you are certain it's legitimate. In this example, the
sender uses the domain name dropbokmail.com, which is close to the real one, to trick you.
e More information

¥ You earn 50 points for a correct answer! This month you've accumulated 560 points, which puts you in st place on the monthly leaderboard, 120 points ahead of 2nd place.

Open leaderboard
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Use gamification to increase engagement

Search or type a command
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Activity
e Monthly leaderboard in team “dots.”
‘[’6'5 Date range: < Dec 1, 2022 - Dec 31, 2022 »
Teams
Place Name Points Questions answered Quizzes completed Quizzes guessed
Eianis 1. ﬂ Jakob Bryant 890 4 19 15
o 2. @ Hilary Reyes 850 4 19 14
D 3. £ Roy Appleton 810 4 19 13
Files
(@) 4 e Danielle Booker 770 4 19 12
Intervy
5. e Jazmine Simmons 750 0 19 14
6.-8 @ Krystal McKinney 745 3 19 12
6.-8. a Kadji Bell 745 3 19 12
6.-8. ® Angus McNeil 745 3 19 12
9. 'B Will Little 730 4 19 1
10. It‘; Kian Lambert 710 0 19 13
11. ‘ﬁ, Michelle McNeil 705 3 19 1
Apps 12. 9@ Kavo Miwa /95 1 19 12



Chat with Al to explore different concepts
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8:56 AM
Challenge me on phishing emails

o A bA

B Intervy 8:56 AM Edited
Sure! Let's do a quick challenge on phishing emails! §] I'll describe a scenario, and you nead to tell me if it's a phishing email
or not. Ready? &
Scenario: You receive an email from your bank, asking you to click a link and update your account information. The email locks
pretty similar to the ones you've seen before, but the sender's email address seems a bit odd, and the link doesn't look like it's
from your bank's website.
Is this a phishing email or not? &

8:57 AM

It's phishing

-

o Intervy 8:58 AM Edited
Yes, you're right! Phishing is a type of online scam where criminals send emails that appear to be from legitimate sources, but

are actually designed to trick recipients into providing sensitive information, such as passwords, credit card details, or personal
data. §)

Here are some tips to help you identify phishing emails:
1. Check the sender's email address: Phishing emails often come from suspicious or unfamiliar email addresses. (@
2. Look for spelling and grammar mistakes: Many phishing emails contain errors in spelling and grammar. #*
3. Be cautious with links: Hover over any links in the email to see the actual URL. If it looks suspicious, don't click on it. &
4, Don't give out personal information: Legitimate arganizations will never ask for sensitive information via email. &

5. Trust your instincts: If an email seems too good to be true or feels "off,” it's best to delete it and report it as phishing.
>



Analyze employee engagement and knowledge improvements
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Analyze courses, teams, and employees

Interwa <
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Employees analytics

|:'| Content
ih Leaderboard 1l COLUMNS pFILTERS = DENSITY 4, EXPORT
== Analytics A Employee Team Content Sent quizz.. = Completed.. = Correct qu...
~ Content Mark Jacobs Acme Well-being 15 15 (100 %) 14 (93 %)
an Employees Mark Jacobs Acme Do you know your colleagues well? 151 147 (97 %) 65 (44 %)
lg Quizzes Mark Jacobs Acme Cybersecurity 61 58(95 %) 46 (79 %)
)  Trends
Mark Jacobs Acme Effective communication 14 11(79 %) 10(91 %)
Ow Access
Mark Jacobs Acme Effective meetings 14 12 (86 %) 11 (92 %)
Total: 255 243 (95 %) 146 (60 %)
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Analyze employee knowledge trends
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Intervy's engaging microlearning

Empower Your i

retention.

FirSt Line Of Regular, personalized training

sessions ensure continuous

Defense:'Your
m Our d ic platf k
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cybersecurity trends and threats,

effectively reducing your
organization's risk.
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Get the app now

Visit AppSource to get started with Intervy for
Microsoft Teams.

Drive employee growth
through daily learning



https://appsource.microsoft.com/en-US/product/office/WA200004377?exp=ubp8

Kristaps Vergins

kris@intervy.app
https://www.linkedin.com/in/kvergins



https://www.linkedin.com/in/kvergins
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